Introduction and Purpose
To ensure the integrity, privacy, and security of Great Falls College MSU’ campus electronic information, the campus voice, video, and data network is managed centrally by the Information Technology Services Department (ITS).

Policy
The network includes both wired and wireless components. Any wired or wireless devices or networks that are connected to the campus network backbone are considered part of the campus network and are subject to this policy, regardless of their ownership.

Any device to be directly connected (wired) to the network must be approved by before it is connected. All network-connected devices (wired or wireless) are subject to monitoring as stated by the Montana Board of Regents policy 1302 – Privacy, Security, and Monitoring. Exceptions to this policy may be granted, when judged appropriate, by the Chief Technology Officer or the CEO/Dean or designee.